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Solution & Functionality
The biometric system is a client-server application and works in four steps:

When uploading a photo (video), general information about a person (name, surname, passport data) is 
entered into the database. Then the face is analyzed and a unique identifier is generated. To generate the 
identifier the MobileNetv3 architecture based neural network trained on 200,000 photos is used. During 
each verification, the generated identifier is compared with the stored identifier. Then the system either 
confirms or denies the access right.


Photography

Saving

Matching

Acceptance

AI security with 
biometric facial 
recognition

Face recognition system that uses 
biometry to match facial features on 
photo or video within several seconds. 
With the purpose of identification or 
authentication, the recognition 
technology compares obtained data 
with the existing database to find the 
match.


